Dear Student:

While the Career Center does not knowingly accept fraudulent job postings, and each job and internship posting must meet specific criteria prior to approval for posting, regrettably, false job postings may appear in our listings from time to time. False job listings are typically used to illegally collect personal information such as bank account information from job seekers or to facilitate other forms of illegal activity.

General Tips for CSUDH Students:

It is very important for you to educate yourself about potential scams as you review job and internship sites. If one or more of the following apply to the job or internship, the opportunity is probably fraudulent:

- The promise of a large salary for very little work – especially those that offer thousands of dollars of income per month with little or no experience required.
- Position requires that you give credit card or bank account numbers, or copies of personal documents to initiate the interview process or hire.
- As a condition of employment, the employer asks you to send a payment by wire service or courier.
- The employer wants to hire you, but there is no face to face interview or phone interview, and all correspondence questioning you about your qualifications is by email. Their excuse may be that they are currently traveling outside the state or country.
- The email correspondence from the employer contains numerous errors in spelling and grammar, and does not have a signature panel.
- The job offers you a large payment or reward in exchange for allowing the use of your bank account - often for depositing checks or transferring money.
- The contact information includes a personal rather than commercial email address.
- All work is done at home. While there are legitimate opportunities for individuals to work from home, be sure to research the position in advance of applying.

If you suspect a position is fraudulent, please the CSUDH Career Center. If you believe you are the victim of fraud resulting from a job listing, please contact the local police as well.

Information is also abundant on the web regarding tips to identify fraud. A general Google search is a good place to start.